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1. REGISTER THE MICROSOFT ENTRA APPLICATION

This section covers the steps required to register a Microsoft Entra application in the Microsoft
Entra admin center. These steps must be completed before completing the Business Central

portion covered in the next section of the present document.

1. Log into your Microsoft Entra admin center

2. Scroll to the bottom of that page where you will see a “Quick action” for “Add
application registration” (highlighted in the red box). Select that.

Please note black boxes going forward are redactions and are unimportant to the process.

[T —— P e s e _
a

Home

o |
f  What's new
Diagnose & solve problems { Add % Manage tenants [Z] What's new 5 preview features A Got feedback? v
——
H*  Favorites v
, Microsoft Entra Connect
Y @Enabled
i ey
> Identity Last sync was less than 1 hour 2go
I@ Overview .
Go to Microsoft Entra Connect
2 users v
[T o Feature highlights
roups
i N - . -
B Devices @@ Build a consumer app PR Access reviews ¥, Authentication methods
ﬁ i
B Avplicat - Brand, customize, and deploy an application within 0 Make sure only the right people have continued @~ Configure your users in the authentication methods
ppiications minutes with Microsoft Entra External 1D access. policy to enable passwordless authentication.
& Roles & admins ~
B protection v
Microsoft Entra Domain Services @  Tenant restrictions Privileged Identity Management
{8 identity Governance V 13 Lift-and-shift legacy applications running on- B3 specify the list of tenants that their users are U Manage, control, and monitor access to impartant
premises into Azure. permitted to access. resources in your organization.
1A External Identities V
++ show more
G Conditional Access
& Protection h Control user access basad on Conditional Access
policy to bring signals together, to make decisions,
and enforce organizational policies.
2} Identity Governance v
B Verified ID v Quick actions
v
2 Learn & support ~ Q+ 514. E}‘_ B]E
Add user Add group Add enterprise | Add application
« application registration

3. You will be redirected to a page that looks as below. Fill the “Name” field (highlighted in
red) with a name for the application, like “OAuth2”. The “Supported account types”
should default to the first option (highlighted in red). Leave it as such. There is no need
for a Redirect URI. So, once the “Name” field is filled, click on “Register” (highlighted in
red).
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Microsoft Ei admin center R search resources, services, and docs (G+/) _
a

veme > [

Register an application

& Home
“  What's new

Diagnose & sclve problems

* Name

The user-facing display name for this application (this can be changed later).
% Favorites N 1

|| OAUTH2 | >

S Identity ~

Supported account types
@ overview

Wi
2 users v
% Groups > (O Accounts in any organizational directory (Any Microsoft Entra ID tenant - Multitenant)

(O Accounts in any organizational directory (Any Microsoft Entra ID tenant - Multitenant) and personal Microsoft accounts fe.g. Skype
1 Devices v Xbox)

(O Personal Microsoft accounts only
8  Applications ~

Help me choos

Enterprise applications

I ApP registrations Redirect URI (opticnal)

Roles & admins v ‘We'll return the authentication response to this URI after successfully authenticating the user. Providing this now is optional and it can be
changed later, but 3 value is required for most authentication scenarics.

Protection N

B P o

a platform N e.g. https://example.com/auth

Identity Governance ~
98 External Identities ~

Show more
& Protection ~

Register an app you're working on here. Integrate gallery apps and other apps from outside your organization by adding from Enterprise app!
(2} I1dentity Governance 7l
of

& Learn & support ~

| Register |

4. You will be brought to a page that looks as below.

& |
OAUTH2 »# X

& solve problems

X Favorites v ~ ) ~ Essentials
gration assistant —
&  Identity ~ .
K Disgnose and solve problems bt Application 1D UR R
@ Overview
B users v
M Groups ~
B Devices
B Applications ~ cantinue to provide technical suppart and securit
pplicat 2200 e

Enterprise applic

| Aep gt

& Roles & admins v Build your application with the Microsoft identity platform
& Protection ~ — The M e ste moderr
(8 identity Governance -

Support + Troubleshooting
1 Extemal Igentities ~

B New support request

Rl F o=
R al S .
b
3 5. " & 7

2 Protection v -
call APIs Sign in users in 5 minutes Configure for your organization
& identity Governance v Build N Assign us s, '
. h it
A Learn & support ~

View all quickstart guides Ga o Enterprise applications

5. Use the “Copy to Clipboard” function (shown highlighted in red) to copy the

“Application (client) ID” (highlighted in yellow). Paste this Application ID in a text
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document for saving, as it will be required later. Next, select “API permissions”

(highlighted in purple) under “Manage” on the left-hand side to move to the next step.

Microsoft Entra admin center P Search resources, services, and docs (G+/)

# Home

1 OAUTH2

f whars new

& Delete & Endpoints [ Previe

Diagnose & solve problems

~ Essentials

S Identity

GetStarted  Documentation

B
B npplications Build your application with the Microsoft identity platform

& roles & admins v _
A erotecson v s
@ cenity Govemance v [x '] B .

Support + Troubleshooting
0 Ertemal entites ~

LI E cantities B New support request Call APIs
apply o

* Show mare

our own s a
a
& Protection v View all quickstart guides e —
& Identity Governance A
B Learn & support ~

6. You will be brought to a page that looks as below. Select “Add a permission”
(highlighted in red).

f Home ) o
- OAUTH2 | APl permissions
nat's ne
& solve proble
B o
*  Fan tes
d The - dinch
S Identity ~
a » Admin consent requ.. Status
5 Group v
B o
B A ~ o et
& R ~
Jes
8
&
® c
Show more
& Protection v

& Identity Governance

Learn & support

7. A pop up that looks similar to what is shown below, but may be slightly different, will
come on the right-hand side of your screen. Select the box that says “Dynamics 365
Business Central” (highlighted in red).
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- OAUTH2 | API permissions

A Home Request AP permissions

Diagnose & solve problems

% Favorites

® Identity

Manage

Support + Troubleshooting

& New support request

& Protection

Z) Identity Governance

& Leam & support

8. The window will change to look like below. Select the box labelled “Delegated
permissions” (highlighted in red).

Microsoft Entra admin center P Sseant

services, and docs (G#/)

Request API permissions

A users

W Groups

B Devices

BB applications
Enterprise spplications

| sep regisrations

Roles & admins

overnance

E]
a »
@

=,
@

External |dentities

*+ show mare

& Protection

Identity Governance

Learn & suppert

Type Description

A Home
5 OAUTH2 | API permissions  #
f  Whats new Cain
r 2 e Dynamics 365 Business Central
siagnase & solve problem Search ) Refresh &7 Gotfesdback? P
Diagnose & solve problems C <.
* Favorites
> identity ~
X Disgnose and solve problems
® oveniew
Manage

Delegated  Sign in and read user prof

To view and manage consented permissions for individual apgs, as well as your

9. The window will change to look like below. Click the checkbox for “user_impersonation”
(highlighted in red) and then click “Add permissions” (highlighted in green).
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crosoft Entra admin center 9 Search resources. services, and docs (G+/

s veme > [ - o-ov: Request APl permissions

f Home
= OAUTHZ | API permissions
! What's new < All AP
n _— o Dynamics
Diagr olve problems h — Got feedback o, 4
gnose & solve probler C e
B Over
- Overvies hat i spplication requi
% Favorites v o
cstart
Delegated permissons Applicti
7 integration & s 3 the AP a5 the i .
> identity -
X Disgnose and solve problems
D overview
Manage .
Q. users . APL Pesmissicns name Tpe  Description
" Miros
A Groups v )
B Devices v
Il Token configuration o
B applications & To view ang ’ sions for individual apps, as well a8 yous
91 permissi
Enterprise spplicaions permission Admin consent required
[ “ Other permissions 1
Za Roles & admins -
B Protectio v
Support + Troubleshoating
BB Extemal identities ~ -+ o
Show more
& Protection v
£ Identity Governance v v
£ Leam & support ~

Discard

10. You will return to the page from step 6, but the new “user_impersonation” permission
will be added to the page (highlighted in red).

£ Search resources, services, and docs (G+/)
o +ome > [N > o:uTH
5 OAUTH2 | APl permissions =

A Home

1 What's new

Diagncse 3o problems [(Fsewn ]« Orefeh | A Gotleesbaie

Overview

A\ You are editing permission(s) to your application, users vill have to consent even if they've already dene so previously.

Favorit v .
K Favorites Quickstart
# Integration assistant X .
®  Identity ~ Configured permissions
K Diagnese and solve problems ) i
Applications are authorized to call APls when they are granted permissions by users/admins as part of the consent process. The list of configured permissions should include
@ oveniew y all the permissions the application needs. Learn more about permissions and consent
anage
users 2 b agdap I
A Branding & properties Add a permission
" Groups N D Authentication API / Permissions name Type Description Admin consent requ... Status
I3 Devices ~ Certificates & secrets v Dynamics 365 Business Central (1 e
& ‘ . 1! Token configuration | user impersanation Delegated _ Access as the signed-in user No |
Applications
= API permissions v Microsoft G o
Enterprise applications
& Expose an AP UserRead Delegated  Sign in and read user profile No
I App registrations App roles
S Roles & admins % 4 Owners To view and manage consented permissions for individual apps, as well as your tenant's consent settings, try Enterprise apy

& Roles and administrators

B Protection w

B Manifest
{8 Identity Governance v

Support + Troublesheoting
BB  External Identities 2

& New support request

11. Repeat Step 8: select “Add a permission” (highlighted in red).
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icrosoft Entra admin cent P search resources, services, and docs (G+/)
a

Home > [ -
5 OAUTH2 | APl permissions =

A Home

7

“/ What's new
Dizgnose & solve problems « O refresh | 2P Got feedback?
Overvizw A\ You are editing permissionls) to your application, users will have to consent even if they've already done so previously.
% Favorites v ~
Quickstart

# Integration assistant . .
S Identity ~ Configured permissions

K Diagnose and solve problems i . X .
Applications are authorized to call APIs when they are granted permissions by users/admins as part of the consent process. The list of configured permissions should include

@  oveniew all the permissions the application needs, Learn more about permissions and consent
Manage
8 users ~ - |
Branding & properties
A Groups N D Authentication API / Permissions name Type Description Admin consent requ... Status
1 Devices ~ Certificates & secrets v’ Dynamics 365 Business Central (1 e
ill Token configuration user_impersonation Delegated  Access s the signed-in user No
B8 Applications ~
- API permissions v Microsoft G
Enterprise applications N
@ Expose an API UserRead Delegated  Sign in and read user profile No
| App registrations 5 App roles
Sa Roles & admins ~ A Owners To view and manage consented permissions for individual apps, as well as your tenant's consent settings, try Enterprise apf
&, Roles and administrators
B protection v
H Menifest
{83 1dentity Governance ~
support + Troubleshooting
HH  External Identities v

& New support request

12. Repeat Step 9: select the box that says, “Dynamics 365 Business Central” (highlighted in
red).

s vore > [ o Request API permissions
5 OAUTH2 | API permissions

& Home

T What's new Select an API

Diagnose & solve problems + Microsoft APls

" I
Commonly
*  Favorites ~ ?
A" Integration assistant
?  Identity ~ .
X Diagnose and solve problems 385 rterprs
@ ovenvew
Manage
R usen - permission
A Groups v D suthentication API / Permissions name
B De \ Certificates & secrets o
1! Token configuration A
B Appiications ~

AP1 permissions

Enterprise applications

in and read user prof

[p—

& Roles & admins v

@  identity Governance -
Support + Troubleshooting
B External Identities v
Show more
& Protection v
i -

Identity Governance £% Dynamies 365 Business

¥ Central D Dynamics CRM

Learn & support B s the

13. The window will change to look like below. THIS TIME, select the box labelled
“Application permissions” (highlighted in red).
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Microsoft Entra admin center 5 Search resources, services, and docs (G+/)

# Home g o I Request API permissions
5 OAUTH2 | API permissions =

f  whats new ¢

Diagnose & solve problems

*  Favorites v

5 identity A

X Diagnose

@ oveniew

Manage
A users ~

' Groups v

B Devices ~

B8 applications

Enterprise applications

[P ——

%

Roles & admins

Support + Troublieshooting
1 External (dentities
New support request

14. The window will change to look like below. Click all four available checkboxes
(highlighted in red) and then click “Add permissions” (highlighted in green).

# Home | o h Request API permissions X
5 OAUTH2 | API permissions =

<

Diagnose & solve problems h O Refresh &7 Got feedbacki £ Dynamics 365 B

“  Favorites v

3 dentity Confiqured permissions

AP/ Permissions name Type Gescription Permission Admin cansent required

v Dynamics 365 Business Centra

\~ Other permissions (1

gated  Access as the signed-in us
Applications

s API permissions v
g to the application's permissions in Dynamics 36:

Enterprise applications R .
& Expose an AP Delegated  Sign in and read user prof

v A

[ e rermen

Protection v
8 e AP
5]

Support + Troubleshooting ves
o s A

& New support reque

Al
-+ Show more
-

& Protection ~ Full ao
& Identity Governance d
& Learn & support ~

I ‘Add permissions Discard

15. The screen will change to look as below. You must select the button that says, “Grant
admin consent for...” (highlighted in red).
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- OAuth2 | APl permissions =

Edl Dashboard
i= All services

FAVORITES « () Refresh & Got feedback?

B nzure Active Directory

B Overview

A\ You are editing permission(s) te your application, users will have to consent even if they've already done so previously.
&L Users Quickstart
E8 Enterprise applications A Integration assistant

Manage @ The “Admin consent required” column shows the defaut value for an organization. However, user consent can be customized per permission, user, or app. This column may not reflect th
9 will be used. Learn more
B Branding & properties

3 Authentication Configured permissions

Applications are authorized to call APIs when they are granted permissions by users/admins as part of the consent process. The list of configured permissions should include
all the permissions the application needs. Leam more about permissions and consent

+ Add a permission | /" Grant admin consent for

API / Permissions name Type Description Admin consent requ...  Status

Certificates & secrets
1l Token configuration
% API permissions
@ Expose an API

B App roles s Dynamics 365 Business Central (4)

2% Owners Application  Full access to web services AP Yes A\ Not granted for
2, Roles and administrators Application  Access according to the application’s permissions in Dyna...  Yes A\ Not granted for
B wanifest Automation ReadWW Application  Full access to automation Yes A Not granted for

user_impersonation Delegated  Access as the signed-in user No
Suppert + Troubleshooting

 Microsoft Gre

& Troubleshooting

User.Read Delegated  Sign in and read user profile No

New support request

To view and manage permissions and user consent, try Enter

16. A pop up will appear on your screen (highlighted in red). Select “Yes” (highlighted in
green).

Dashbaard = OAuth2 | APl permissions  # ’

Al services

* ravomiTes I

B Azure Active Directory "

for all sccounts in vandodersh pdate any g admin c

B enterprise applications. A Intecration assstant

Manage

AP/ Permissions name Admin consent requ... Status
o i anted f
o 8 a
A adVirie. e a
er
Suppart + Troubleshooting

P o

17. Your screen will change to now look as below. Next, select the “Certificates & secrets”
button (highlighted in red) on the left-hand side.
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Microsoft Entra admin center P search resources, services, and docs (G+/)

2 Home > OAUTH2
A Home
- OAUTH2 | API permissions =
% What's new
Diagnose & solve problems « O Refresh | A7 Gotfeedback?
Overview
Favorit v
P Quickstart
A\ Granting tenant-wide consent may revoke permissions that have already been granted tenant-wide for that application. Permissions that users have already granted on their own behalf aren't affect
# Integration assistant
S  Identity ~ -
X Diagnose and solve problems
(@ Grermew @ The "Admin consent required” column shows the default value for an organization. However, user consent can be customized per permission, user, or app. This column may not reflect the value in y
organization: re this app will be used. re
Manage rganizations where
A users v -
Branding & properties
Configured permissions
A Groups v 9 Authentication
Applications are authorized to call APIs when th granted permissions by users/admins as part of the consent process. The list of configured permissiens should include
B bevices o all the permissions the application needs. Leam more about permissions and consent
]
-9~ API permissions _
o et API / Permissions name Type Description Admin consent requ... Status
nterprise applications
@ Expose an API
v D .
| App registrations . App roles
Application  Full access to Admin Center API Yes @ Granted for
& Owners
& Foles & admins v Application  Full access to web services AP ves @ Granted for
&, Roles and administrators -
&  Protection v Application  Access according to the application's permissions in Dyna...  Yes @ Granted for
B Manifest
Application  Full access to automation ves @ Granted for
{81 identity Governance ~ PP
Support + Troubleshooting Delegated  Access as the signed-in user No @ Granted for
BB External identities v
& New support request v Micros .
Shaw more Delegated  Sign in and read user profile No @ Granted for

18. Your screen will now look as below. Select “+ New client secret” (highlighted in red).

P — P e et | o

% Home > OAUTH2

OAUTH2 | Certificates & secrets #

A Home

1 What's new

Diagnose & solve problems A& Got feedback?

% Favorites h Quickstart enable confidential applications to identify themselves to the authentication senvice when receiving tokens at a web addressable location (using an HTTPS
scheme). For a higher level of assurance, we recommend using a certificate (instead of a client secret) as a credential
#  Integration assistant
S Identity ~
X Diagnose and solve problems
@  overview @ 2pplication registration certificates, secrets and federated credentials can be found in the tabs below.
Manage
9 users ~ = sranding & .
randing & properties ) ‘ o
N P Certificates () Client secrets (0)  Federated credentials (0)
& Groups ~ 3 Authentication
tring that the application uses to prove its identity when requesting a token, Also can be referred to a5 application pa
B Devices ~ Certificates & secrets
il Token configuration
B3 Applications ~

% API permissions Description Expires

Secret ID

Enterprise applications
prise ape @ Expose an APl

No dlient secrets have been created for this application.

I App registrations HL App roles

Sa Roles & admins ~ & Owners

19. A pop-up window will appear on the right-hand side of your screen, as below. Fill in a
description (highlighted in red), like “OAuth2” and click “Add” (highlighted in green). It is
important that after this step you do not cross out this screen before completing step
20.
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Microsoft Entra admin center £ Search resources, services, and docs (G+/)

o = oA Add a client secret
OAUTH2 | Certificates & secrets <
f Whats new o 1
Diagnose & solve problems - 5P Got feedback: e .
% Favorites g
S Identity ~
D Overview @ Acpicarion regisvation cericares, secrats and federated cresantials can be found nthe 135 beos
M users '
Client secrets (0)
A Groups ~ —_—
a g that the application uses e e requesting a loken. Also can be raferred to as application |
B Dewce
v clint sacret
Description Expires. value Se
ave been created for this apphcation.
v
Troubleshooting
il External (dentities v
& New support request
**  Show more
2 Protection
4 Identity Governance v
& Learn & support -
= |

20. Your screen will now look as below. Use the “Copy to Clipboard” function (highlighted in
red) to copy the secret “Value” (highlighted in yellow). Paste this Value in a text
document for saving, as it will be required later.

Microsoft Entra admin center P search resources, services, and docs (G+/)

% Home > OAUTH2

A Home .
OAUTH2 | Certificates & secrets = -
f  What's new
Digrose & sove proplems < R cotfeednack?
B overview
A X
e Quickstart Gota second to give us some feedback? =
#" Integration assistant
9 Identity o~ . Credentizls enable confidential applications to identify themselves to the authentication service when receiving tokens at a web addressable location (Using an HTTPS
A Diagnose and solve problems scheme), For a higher level of assurance, we recammend using a certificate (instead of a client secret) as a credential,
® overview
Manage
8 users ~ - - “
eranding & properties @ Application registration certificates, secrets and federated credentials can be found in the tabs below.
 Groups W D Authentication
3 Devices ~ Certificates & secrets Certificates {0)  Client secrets (1) Federated credentials (0)
1! Token configuration
B3 Applications ~ A secret string that the application Uses to prove its identity when requesting a token. Also can be referred to as application password.
= API permissions
Enterprise applications & Expose an API |~ New client secret
| DR B app roles Description Expires Value @ Copy to dlipboard et 1D

21. Use the “Copy to Clipboard” function (highlighted in red) to copy the “Secret ID”
(highlighted in yellow). Paste this Secret ID in a text document for saving, as it may be
required later.
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Microsoft Entra admin center P Search resources, services, and docs (G+/)

< Home > OAUTH2
A Home .
OAUTH2 | Certificates & secrets =
7 What's new
Siagnose & s problems ¢ A cotfesdnada
B Owerview
~
K Favorites Quickstart condl to give us some feedback? = B
#" Integration assistant
S Identity S . confidential applications ta identify themselves to the zuthentication service when receiving tokens at 2 web addressable location (using an HTTPS
4 Diagnose and solve problems seheme). For a higher level of assurance, we recommend using a certificate (instead of a client secret) as 3 cradential.
@ overview
Manage
8 users ~ - N ) .
Branding & properties @ Application registration certificates, secrets and federated credentials can be found in the tabs below.
o Groups v 9 Authentication
& Devices v Certificates & secrets Certificates (0)  Client secrets (1)  Federated credentials (0)
11! Token configuration
B Applications ~ A secret string that the application uses to prove its identity when reguesting a token. Also can be referred to as application password.
= APl permissions
Enterprise applications b Mew client secret
prise appl @ Expose an API New client seeret
| App registrations B App roles Description Expires Value @ Secret ID Copy to clipboard
S@ Roles & zdmins v 4. Owners OAUTH2 2/3/2025 I -

22. Save this text document with all three values somewhere where it will be easily
accessible for Part 2 (below).
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2. REGISTRATION IN THE BUSINESS CENTRAL SYSTEM

This section covers the steps required to register a Microsoft Entra application in Business
Central. The steps outlined in the previous section of these documents must be completed

before the Business Central registration can be done.

1. Log into your Business Central System and select the Search bar in the top-right corner

(highlighted in green).

#I  Dynamics 365 Business Central

CRONUS Canada, Inc.

Dynamics 365 Business Central

Tell me what you want to do

‘ Microsoft Entra Applications

Go to Pages and Tasks

H > Microsoft Entra Applications Administration

Search for "Microsoft Entra Applications’
E] Search company data
(3) Search Help

Didn't find what you were looking for? Try exploring pages or exploring reports

3. You will be redirected to this page. Select “+New” (highlighted in green).

= Microsoft Entra Applications 0 = /
@&~ L -+ New | Manage Y =

4. A card like below will open up. In the “Client ID” box (highlighted in red), paste the
“Application ID” from Part 1, Step 5. Then, toggle the “WebSan Application” toggle

(highlighted in green).
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Microsoft Entra Application Card

ﬁ* Grant Consent

General

Mare options

WebSan Application

@)

Client ID

{00000000-0000-0000-0000-0000

Description
State

Contact Information

X| |

‘ Disabled

Extension

App D ‘{ODDODODO—OUDO—ODOU-UDOD—( ‘

App Mame ‘ ‘

User information
User ID {00000000-0000-0000-0000-00...

User Name

User Telemetry ID {00000000-0000-0000-0000-00...

5. Your screen will now look something like below. The permissions at the bottom of the

page may look different. In the box labelled “Client Secret” (highlighted in red), input

the secret “Value” from Part 1, Step 20.

WebSan AAD Application

#"Grant Consent [F;,;Send To WebSan

General

'E' Assign Permissions

WebSan Application

| Client Secret |
Description WebSan AAD Application
State ‘ Enabled V‘
User Groups Manage
Codet Name
>
User Permission Sets Manage
Permission Set
Description Company T

D365 FULL A... Dynamics 365 Full access
WEBSAN FRA... WebSan Framework
WIP WIP

Contact Information ‘ |

Extension
App ID ‘(GDUUDUDU-GUGU-GDGU-DGUD- g |
App Name
& =
Company Name 1
& =
Extension Name Permission Scope
Base Application System
WebSan Framework Tenant
WIP Tenant
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6. On clicking out of the “Client Secret” box, you will get a pop up that looks like the below
(highlighted in red). Select “Yes” (highlighted in green).

WebSan AAD Application

u? Grant Consent [':‘g Send To WebSan ‘E’ Assign Permissions

General

WebSan Application [ o] Contact Information

Client Secret App ID {00000000-0000-0000-0000-( -

Description WebSan AAD Application App Name

State @ Are you sure you wish to update your client secret?

User Groups Ma & B
= ]

User Permission Sets Manage

Permission Set

i Description Company T Extension Name

D365 FULL A... Dynamics 365 Full access Base Application System
WEBSAN FRA... WebSan Framework WebSan Framework Tenant
WIP WIP WIP Tenant

—

7. Lastly, click the button for “Send to WebSan” (highlighted in red). You will get a pop up
that “The data has been sent to WebSan” and the process will be completed. You may

now exit the card.

WebSan AAD Application

-ﬂ? Grant Consent E’}. Send To WebSan ‘E’ Assign Permissions

General

Web5an Application ‘) Contact Information

Client Secret App ID {00000000-0000-0000-0000- -~

Description WebSan AAD Application App Name

State Enabled v

User Groups Manage e B
Codet Name Company Name T

> I

Page | 16



